
OFFRE DE STAGE  

INGÉNIEUR CYBERSÉCURITÉ OU ASSISTANT 

RSSI (H/F) 
Vous êtes à la recherche d’un stage qui fera décoller vos compétences, nous avons ce qu’il faut dans notre aéroport !

Tournée vers l’avenir, la société Aéroport Toulouse-Blagnac a pour objectif de rester compétitive face aux défis qui 

s’annoncent, tout en accélérant sa politique de développement responsable.

Employeur de référence au sein du territoire, nos équipes accompagnent chaque année de nombreux jeunes en les 

embarquant dans un environnement riche et passionnant. Au programme de votre vol vers ATB : challenge, découvertes et 

bienveillance!

Décoller ensemble ça vous tente ? Alors à vos CV !

MISSIONS
Dans le cadre du maintien et à l'amélioration continue de notre SMSI, vous participerez activement à la mise en place 

d’un modèle de classification des données de l’entreprise permettant d’identifier, catégoriser et protéger les informations 

selon leur sensibilité, usage et conformité réglementaire. Vos missions comprendront notamment : 

• L’analyse des différents types de données manipulées par les métiers (personnelles, techniques, confidentielles, 

publiques, etc.),

• La définition de niveaux de classification (ex. : public, interne, confidentiel, secret) et des règles de manipulation 

associées,

• La participation à la cartographie des flux de données et à leur étiquetage dans les systèmes d’information, 

• La contribution à la rédaction de procédures et guides utilisateurs pour favoriser l’adoption de la classification, 

• La collaboration avec les équipes métiers et techniques pour intégrer la classification dans les outils 

(SharePoint, M365, DLP, etc.), 

• La participation à la sensibilisation du personnel sur la bonne manipulation et la protection des données selon 

leur classification,

Vous participerez aussi à la mise à jour du référentiel documentaire du SMSI, notamment les politiques de sécurité, les 

procédures de gestion des accès, et les guides de bonnes pratiques. 

Le stagiaire pourra participer plus globalement à la gouvernance de la sécurité : Contribution à la gestion des risques 

(ISO 27005, EBIOS RM), suivi des actions de conformité (RGPD, NIS2, ISO 27001), participation aux campagnes de 

sensibilisation et de communication sur la sécurité.

NIVEAU D’ÉTUDES
Niveau Bac+4 ou Bac+5 - Cybersécurité / Sécurité des Systèmes 

d’Information / Gouvernance, Risques & Conformité / Informatique 

décisionnelle ou Data Management avec intérêt pour la protection des 

données / Protection des données personnelles / Droit du numérique.

QUALITÉS/COMPETENCES
Connaissances des normes ISO 27001 / 27005, méthodologie EBIOS RM. Compréhension des 
réglementations RGPD, NIS2 et des enjeux du cycle de vie de la donnée. Intérêt pour la gestion 
documentaire, la cartographie de données et la classification.
Rigueur, organisation et capacité d’analyse. Aisance relationnelle, sens pédagogique et travail en 
équipe. Autonomie et intérêt pour les enjeux de sécurité numérique.

DATE D’EMBAUCHE
Selon profil. Pour une durée de 
6 mois.

AVANTAGES
Tickets restaurants, remboursement 85% des 

abonnements de transports publics, forfait mobilités 

durables (vélo/covoiturage), prestations du CSE.
Encourageant l’inclusion et la diversité, Aéroport Toulouse-Blagnac s’engage en faveur de l’emploi des personnes en situation de handicap, et à lutter 

contre toutes les formes de discrimination dans l’accès à l'emploi, à la formation, à la promotion, et plus largement dans nos environnements et cadres de 

travail. 
Cette offre d’emploi est donc ouverte à toutes et à tous.

GRATIFICATION
Entre 1000€ et 1400€ bruts mensuels (selon profil).
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